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Classical information deals with discrete finite alphabets 
such as {0,1} used for binary representation. On the other 
hand, Quantum information offers a wider range of possibil- 
ities: any linear coinbinaison a10) + ,BI1), where IO), 11) are 
two orthogonal states of a quantum system and where a , p  
are any complex numbers such that Jla1I2 + llp112 = 1, are 
possible values of a qubit (quantum bit). 

A quantum computer, i.e. a machine that  computes with 
qubits, is different from a simple analog machine because 
quantum information follows special rules described by quan- 
tum physics[8]: quantum information cannot be copied or 
broadcast and cannot be read accurately. Only certain kinds 
of measurements are possible[8]. The computing power of a 
quantum machine is not only due to  the extended range of 
values but also to  the evolution rules due to  quantum physics. 
It turns out that difficult computations such as factoring large 
numbers and extracting discrete logarithms appear to  be faster 
on a quantum computer [lo] than on a classical computer. 

We survey a number of results concerning transmission of 
quantum information secretly. First of all, we present the 
basic concepts of quantum information and the rules guiding 
it. Then we consider quantum teleportation[3] which is the 
quantum equivalent of the classical one-time-pad, showing the 
possibility of transmission of perfectly secret quantum mes- 
sages as long as the users have exchanged a (quantum) secret 
key before end of a special Einstein-Podolsky-Rosen type. 

Then we consider quantum cryptography[l, 2,  71, a tech- 
nique used to  secretly exchange a cryptographic key using the 
uncertainty principle to  determine the amount of tempering 
on the communication. We unveil a technique known as en- 
tanglement purafication[5] that publicly allows amplification 
of the privacy [4] of a random secret key. Combined with 
quantum cryptography this technique allows users to  exchange 
EPR particles publicly and purify them after tempering of an 
adversary in order t o  transmit secret information through tele- 
port at ion. 

Finally, the quantum equivalent[6] of Shamir’s secret 
sharing[9] is presented. A ( (n ,  k)) quantum threshold scheme 
is a technique that allows to  break a quantum secret s into 
shares 91, 92 , .  . . , s,, such that any subset of up to  k - 1 such 
shares contain no information about s, while any subset of k 
such shares can be used to  recover exactly s. The existence of 
such a scheme is strongly connected to  the existence of certain 
types of quantum error-correcting codes[ll, 121. 
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